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BBEJAEHHUE

B ycrnoBusix coBpeMEHHOro WH(OPMAIIMOHHOTO OOINEeCTBa KOMIIBIOTEPHBIS
TEXHOJIOTHU HACTOJIBKO YKOPEHWIHCHh B HAIICW KM3HHU, YTO MOJHOCTHIO M3MEHIIIN
criocoObpl  oOMeHa uWH(MOpMAIHe, KOTOpPhIE MBI HCIONB3yeM I OOIICHHUS C
Ipy3bsSMH, UYICHAMH CEMbH W JIETIOBBIMH TapTHepamMu. HecMmoTpss Ha TO, 4TO
DJIGKTPOHHASI T0YTa CTAHOBUTCS BCEe OoJjiee MOOWIBHOHM, OOJBIIOE KOJUYECTBO
JIOACH  TMONB3yeTcs  CHUCTeMaMH  MTHOBEHHOTO  OOMEHa  COOOIICHUSIMH
(Meccenmkepamu). B oTiinune oT 3J€KTPOHHOM MOYTHI COOOIIEHHS B MECCEHKEpax
NepearoTCss MTHOBEHHO B PEKUME peajbHOTOo BpeMeHnu [1].

OpHoil W3 THaBHBIX I1eJed Kpuntorpapuu SBISETCS 3allluTa TaWHbI
nepeaaBaeMbix coobOmieHuii. CBOMCTBO 0€30MacHOCTH CcXeM IHGpoBaHUs, Kak
MpaBUJIO, OIKCHIBAETCS B BHUAEC CEMaHTUYECKOW O€30MacHOCTH, KOTOpas
rapaHTUPYET, UYTO 3JIOYMBIIUICHHUK HE MOXXET TMOJYy4YUTh XOTA Obl YaCTHYHYIO
uHdopmalMio o 3amu@poBaHHOM coOOmIeHUH. Jlpyrumu cioBaMu, 3HaHHE
3alM(pPOBAaHHOTO TEKCTa HE IMIOKAa3bIBAeT JIOMOJHUTENIbHOW WHGOpPMAIUU O
COOOIIEHUH, KOTOPOE MOKET OBITh U3 HET'O U3BJICUYCHO.

[TonsiTue ceMaHTHYECKOW O€30MAaCHOCTH OKa3ajdoCh OYEHb IIOJIE3HBIM B
OONBIIIOM KOJMUYECTBE NpuiokeHuil. OIHaKo ceMaHTHueckass Oe30MacHOCTh HE
3aIlMIIAET CXeMy IMU(PPOBAHUS OT MPUHYIUTEIbHBIX aTak. Eciu 310yMbIIIIICHHUK
NepexBaTUT 3alM(POBAHHBIA TEKCT, & 3aT€M MOIBITAETCS 3aCTaBUTH OTIPABUTEIIS
PACKPBITh CEKPETHBIN KITI0Y WM KaKhe-TN0O0 CIIy4ailHbIe MapaMeTphl, UCIIOIb3yEMbIE
npu mudpoBaHuM, TO JIOOBIE JAHHBIE, T[IOKA3aHHbIE OTIpaBUTEIEM W
corjacymommecss ¢ 3amm@ppoBaHHBIM TEKCTOM, IOJDKHBI OTKPBITh W HCTUHHOE
cooO11eHue.

MHuorue cxembl mU(PpPOBaHKUST UMEIOT TOJIBKO OJUH HA0Op BO3MOXKHBIX BXOJIOB
JUIsT  3amm(ppPOBAaHHOTO TEKCTa. OJTO CBOWCTBO MU(DpPOBaHUS MOXKET OBITH

npoOJeMaTHYHBIM, HAPUMED, B MPHIIOKEHHUSIX JIEKTPOHHOTO rojiocoBanus [2].



Lenpto npaHHOW paOOTHI SBISIETCS NPOrpaMMHAs peaqu3alus CUCTEMBI
MTHOBEHHOTO 0OMEHa COOOILECHHSIMHU.

JUIsl OCTHMXKEHUs MOCTaBJICHHOM LEeau ObLIM C(HOPMYJIUMPOBAHBI CIEAYIOIINE
3a/lavyu:

1) onpenenuTh OCHOBHBIE CBOMCTBA OTPUIIAEMOT0 MU(POBAHNUS,

2) uzyuuth kpunrorpaduyeckuii mporoxon Off-the-Record;

3) 03HAKOMUTHCS C CYIIECTBYIOIIMMHE MPOTPAMMHBIMU MTPOTYKTaMHU;

4)  peamu3oBaThb  CHUCTEMYy  MTHOBEHHOTO  OOMEHa  COOOIICHUSIMH,
ucnoip3ytomiyto nmporokon Off-the-Record.

JlumiomHast paboTa COCTOMT W3 BBEACHHS, 3 Pa3/AeioB, 3aKIIOYEHUS, CITUCKA
UCIIOJIb30BaHHBIX HCTOYHUKOB U | mpuioxenus. OOmuii obveM paboTel — 67
cTpanull, u3 HUX 41 cTpaHWIla — OCHOBHOE coOjepXkaHHe, BKiouas 43 pHCYHKA,

CIIMCOK MCIOJIB30BAHHBIX UCTOYHUKOB U3 13 HanMeHOBaHUA.



KPATKOE COAEPKAHUE

B pazgene 1 «Ortpumaemoe mudpoBaHUE» PACCMOTPEHO TMOHSTHE
oTpuriaemMoro ImQpoBaHUs, CBSA3aHHOE C 3amadeil oOecnedYeHHsl CTOWKOCTH
mudpoBaHus WHPOPMAIMM B YCIOBUSAX BO3MOXXHOCTH TaK Ha3bIBaGMBIX aTaK C
NpUHYXJIeHUeM. [laHHBI BHUJ aTak MoJApa3yMeBacT HAIWYHUE Yy 3JOYMBIIUICHHUKA
WHCTPYMEHTOB BO3JICHCTBUS Ha OTMpaBUTENs WU (WIM) TIOMydaTeliss COOOIICHHA,
KOTOpBIC BBIHYKIAIOT YYaCTHHKOB B3aUMOJICHCTBUSA (KOPPECTIOHIIEHTOB) PACKPHITH
napameTpsl Ipoiiecca muppoBaHusi, HAIPUMEp, KIHOY MUPPOBAHUS U CIIydailHbIC
napaMeTphbl, UCII0Ib30BaHHBIC B Mpoliecce mudpoanus [3].

B mnompazmene 1.1 «IIporokon Off-the-Record Messaging» moapoOHO
usydyaetcs Kpunrorpaduueckuii mporokon Off-the-Record Messaging (OTR).
KitoueBbIMM TIOHSTUSMH JJAHHOTO TPOTOKOJIA SIBJISIIOTCS TMpsMasi CEKPETHOCTh
(perfect forward secrecy) u orpunaemas ayrentudukanus (deniable authentication).

CoBepliiieHHas MpsiMasi CEKPETHOCTD MO3BOJISIET 3AIUTUTHCS OT aTak B CiIydae
PACKpBITUSL JTOJITOBPEMEHHOTO KJII0Ya TEM, YTO I KaXJOW CEeCCHM CO3/1aeTCs
HOBBIM KJtou o6Omiero jgocrymna. OtpuniaeMas ayTeHTU(PHUKAIMS OTHOCHTCS K
BO3MOJKHOCTH JIBYX CTOPOH B3aWMOJICHCTBHSI JI0Ka3aTh, YTO UMEHHO OHU SIBJISIFOTCS
aBTOPAMH Ka)KJIOTO OTHPABJICHHOTO COOOIICHUS, TPUYEM TPETh CTOPOHA HE CMOYKET
OIPEICIINTh, KTO UMEHHO OTIpaBUI coobieHue [6].

Jlist mepenayu cooOuieHuit ydacTHUKU TpoTtokoia OTR momkHBl yCTaHOBUTH
oOIU CEeKPETHBIM KITI0Y, a JJisi 00eCleueHrs COBEPIICHHOW MPSIMOM CEKPETHOCTHU
KIFOYM JIOJDKHBI TIOCTOSIHHO OOHOBIATHCS. [logpoOGHO JaHHBIE COCTaBISIONINE
nporokona OTR mpencraBnenst B myHkte 1.1.1  «OOMeH  kiarogamu»
paccMaTpuBaeTcs 0OMEH KITI0YaMHu.

B nynkre 1.1.2 «OOMeH cooOLIEHUSMU» MPEACTaBI€HAa YacTh IMPOTOKOJIA
OTR, peanu3yrorias HEMMOCPEACTBEHHO Tiepeaady cooOmeHuit. YToOsl mpeocTaBuTh
BO3MOKHOCTh OTpuIlaeMoi ayreHtudukanuu, nmporokos OTR mns ayrentudukanmm

COOOIIEHUH HCMOIb3yeT BMecTo HudpoBbix moamucet koasl HMAC — 3t0 Tun



KOJOB JJIs ayTeHTU(UKALNUA COOOIIEHNH, BKITIOYAIOIUNA KPUATOrpauuecKyro Xa1i-
¢byHKIH0 U cexpeTHbId K04 [10].

Xots oomen kimodamu B OTR m0BOJBEHO XOpoln B TeOpuH, OH oOJagacT u
HepocTaTkamu. [Ipeamnonaraercs, YTO y9aCTHUKHA B3aUMOJCHCTBHS 3HAIOT OTKPBITHIC
KIIOYM JpYyr JApyra A0 TOro, Kak MPOUCXOIUT OOMEH KIIOYaMH, IMOCKOJIbKY B
IPOTUBHOM Cllydae BO3MOXHO IPOBEJCHHUE aTaKh «4eJoBeK mocepeauHe». Ecmm
HEKOTOPBIM COOECeHHK HAUYMHAET MEPENHCKY, UCTOIB3YS M3BECTHBIM OTKPBITHIN
KJII0Y, TO TPWIOKEHHE HAXOJUT COBMAJCHHE B XPaHWIWIIE, U ayTeHTUPUKALUA
MPOUCXOIUT aBTOMaTH4eCKH. Ecin jxe Takoro kitoya B XpaHWIHILE HET, HAlpUMeED,
B Cly4yae IIEpPBOTO B3aWMOJCHUCTBHS MEXIy IOJIB30BAaTEISIMH, TO IMpeajaraercs
HOJATBEPANTH TOIMHHOCTE Kitova [8]. B myHkre 1.1.3 «I[IpoToK0JI MHILTHOHEPOB-
COLIMAJIUCTOB» MPHUBEACH MPOTOKOJ, MO3BOJIAIOMIUNA IOJH30BATENSIM TPOBEPUTH
NO/JIMHHOCTh COOECEIHUKA, MCIOJb3Yysl KAKON-TO OOIIMI CEKpET, MPUYEM JTAHHBIN
CEKpEeT He pa3rianiaeTcs HaMpsIMYyIO 10 KaHaly CBS3H.

[Tporokonr Off-the-record messaging sBaseTCS MTPOTOKOJIOM CKBO3HOIO
mmdposanus (end-to-end encryption). CkBo3Hoe muppoBaHHE TapaHTUPYET, YTO
uHpopmanua mudpyeTcs OTNpaBUTENIEM, a paclIM(ppPOBBIBAETCS TOJIBKO €ro
nonydateneM [11]. B pazaene 2 «O030p CyIMIECTBYIOIHUX MPOrPAMMHBIX TPOTYKTOBY
paccMOTpeHbl OecIiaTHhIE MPOTrPaMMHBIE MPOAYKTHI, MOAIEPKUBAIOIINE CKBO3HOE
g poBaHue.

B moanynkre 2.1 «Signal» u3ydena u nporecTrpoBaHa paboTa MecceHKepa
Signal, B moamynkre 2.2 «Wire» - meccenmxepa Wire, a B moanynkre 2.3 «Riot» -
npunoxenus Riot.

B mnoanynkre 2.4 «CpaBHeHHME NPOrpaMMHBIX IPOAYKTOB» IPOBEIECHO
CpaBHEHHE PE3yJIbTaTOB TECTUPOBAHUS PACCMOTPEHHBIX MPOIYKTOB. [Ipn m3ydeHun
paboThl MPOAYKTOB OBUIO yIEJICHO MHOTO BHUMAaHUS Ha TO, KaK pearupyror
NPWIOKEHNUS Ha M3MEHEHWE KII0YeH MpH TMepeyCTaHOBKE MPOTpamMMbl OJHUM U3
nojib3oBareneit. Tak Signal 6iokupyer oTIpaBKy U MOKa3bIBACT YBEAOMIICHHUE O TOM,

4TO y coOeceHUKa Teneph Apyrue Kiouh. TONbKO Tocie BepuHUKAIMU HOBBIX



kroueid Signal pasperaer onsate oTpaBisATh cooduienus. Riot Takxe nHpopMupyer
MOJIb30BaTENE 00 M3MEHEHUM KIIOYEH, a MpU MNONBITKE OTIPABKUM COOOLIEHUS
MOKA3bIBAET MPEIYNPEXKICHNUE O TOM, UTO B YaTE€ €CTh MOJIH30BATEINb, HE MPOLIEIIINN
nporecc Bepudukanuu. XyXKe BCEro B 3TOM IUIaHe TNokasan cebs Wire, oH
COBEpIICHHO HUKAaKuM 00pa3oM HE YBEIOMIIAET MOJIb30BaTeieil 00 H3MEHEHUU
KJTIOYEH, TO3TOMY MOJIb30BATEIN JOKHBI CaMHU TMPOBEPATh JAaHHBIA (PakT, 4TOOBI
OBITh YBEPEHHBIMHU, UTO PAa3TOBOP 3AIIUIIECH CKBO3HBIM HIU(POBAHUEM.

Eciu paccmarpuBath mpouecc BepupUKALUHA, TO U3 MPEACTABICHHBIX
NPUJIOKEHUI TPHUATHO BhIensercss Signal co ceoum BeTpoeHHBIM ckaHepoMm QR-
kooB. Wire u Riot ske mpoCTO MOKa3bIBAIOT KITIOYH, KOTOPBIE ITOJIB30BaTEIeM HYKHO
NIOCUMBOJIEHO CpaBHUBaTh. OTHAKO CTOMT CKa3aTh, 4TO Signal »kecTKo mpuBs3bIBACT
K HOMepy TeiedoHa oHO ycTporcTBo, korma Wire u Riot moaaepxuBaroT CIHCOK
YCTPOMCTB Yy KaXI0H ydeTHOU 3amucu [12].

B pasnene 3 «Ilporpammuas peanuzanus CUCTeMbl OOMEHA COOOIICHUSIMU
HATJISITHO TPOJEMOHCTPHUpOBaHa pa3paboTaHHas mporpamMma. B xoxae mponenaHHON
paboThl ObLJIa peaqu30oBaHa CHCTEMa MIHOBEHHOrO oOOMEHa COOOIICHUSIMH,
ucnonp3yromias nporokosl OTR. Ilporpamma Hammcana Ha s3eike C# B cpene
paspabotku Visual Studio. [lns B3auMoIeHCTBHSI MEXIy pa3IMYHBIMU MalldHAMU
OBUTH WCIIOJIb30BAHBI COKETHI JJIsi HETIOCPEACTBEHHOM Tepeaun COOOIMICHU MEXITy
MOJIb30BaTENSIMH, a Takke 0a3a maHHbix SQL, pacnonoskeHHas B 00JIa4HOM CEepBHCE
Azure.

[IporpaMma cOoCTOMT U3 JEBATH OCHOBHBIX KjaccoB: FormLogSign,
FormFriends, = FormDialog,  UserBL, MessagesBL, = OTRPrivateSession,
SessionKeysGenerator, OTRCryptoEngine, Helpers.

WuTepdeiic mporpammbl peann3oBaH ¢ IMOMOINBIO KiaccoB FormLogSign,
FormFriends, FormDialog: FormLogSign otBeuaer 3a ¢opmy mis BXoma WH
perucTpanuy  yueTHBIX 3amuceit, FormFriends — 3a dopmy s moGaBneHwMs
TIOJIb30BaTeNIC B CIIMCOK apy3el, a FormDialog — HenmocpencTBEHHO 3a OKHO, TJIe

YYaCTHHUKHU Pa3roBopa BEIyT MEPEIUCKY.



B knacce UserBL peann3oBaHbl METOZbI, OTBEYAIOIINE 3a JOTUKY YYETHBIX
3aluced, HalpuMep, METOJA, KOTOPBIA MOJy4daeT Ha BXOJ JIOTUH M Tapoib U
IpoBepsieT, €cTb JU B 0a3e MaHHBIX 3alKCh, COOTBETCTBYIOIIAS BXOIHBIM
napamerpam. C mnomompbio kiacca MessagesBL mnpoucxogut npoOaBiieHHE W
W3BJICUCHUE W3 0a3bl JTaHHBIX TEKCTOB COOOIIEHUN, KOTOPHIMHU OOMEHUBAIOTCS
MOJIb30BATEIH.

Knacc OTRPrivateSession comepXKUT OCHOBHYIO JIOTUKY IPOTOKOJA
Off-the-Record Messaging, a UMEHHO ayTEHTHU(HUKAIMIO C MOMOIILI0 IPOTOKOJIA
SMP, oOmeH kmao4aMH M HUX OOHOBJIECHHME, OOMEH cooOIIeHuIMH. B Kitacce
SessionKeysGenerator BBIYHCIISIOTCS CECCHOHHBIC KIIOUM Uil IMHA(POBAHUS U
ceccuonnbie MAC-kiroun, a kimtacc OTRCryptoEngine renepupyet napbl OTKPBITBIX
W 3aKpBITBIX KIIOYeH W BBIYMCIACT oOmmi kmod. B kmacce Helpers coOpansr
BCIIOMOTaTeJIbHbIE METO/bI, HAIIPUMEDP, METOJIBI IO MPEOOPA30BAHUIO COOOIIEHUHN B

MacCHUB OauT AJI1 ICpeaavu 110 KaHaly CBA3H.



3AK/IIOYEHUE

B Tteopernueckoit dactu MaHHOW pabOTBI OBUIM PAcCMOTPEHBI aTakh C
NPUHYXJICHUEM U oOTpuilaeMoe MmudpoBaHue, oOeCleynBaroniee CTOHKOCTh B
YCIOBUSX BO3MOXKHOCTH MTOTIOOHBIX aTakK.

Taxke ObT  MOAPOOHO  pa3oOpaH  Kpuntorpa@UUecKul  MPOTOKOJI
Off-the-Record Messaging, KOTOpbBIii yAOBICTBOPSET OCHOBHBIM CBOHCTBaM
OTPHUIIAEMOTO MIH(PPOBAHUS: COBEPIICHHOW MPSAMON CEKPETHOCTH U OTpPHUIIAeMOM
ayTeHTU(UKAIIHH.

Jlsist Toro, 4TOOBI ONpEAeIUTh TPEOOBaHUSI K CHCTEMaM MTHOBEHHOTO 0OMeHa
COOONICHUSIMU, OBUTM HW3YYEHBI CYIICCTBYIONIME MPOrPAMMHBIE  MPOIYKTHI,
MIPOBEICHO CPaBHEHME UX (DYHKIIMOHAIBHBIX BO3MOXKHOCTEH.

B mnpakTtudeckoil yactu paboThl Obla peain3oBaHa CUCTEMAa MTHOBEHHOTO
oOMeHa COOOIICHUIMU Ha OCHOBE Kpurnrtorpaduueckoro nporokosna Off-the-Record.
[Iporpamma mpeAcTaBiasieT cOOONM HE3aBUCUMOE KIMEHTCKOE MPUJIOKEHHE, B
KadecTBe 0a3bl JaHHBIX BeIOpaHa SQL Azure Ha oOGnaunoit miardopme Microsoft

Azure.
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